
Impersonation Caution Notice - INVESTOR ALERT 

 

1. Authorized Communication Channels 

 Vishwas communicates exclusively through its official channels: 

o Email: Emails will only be sent from addresses ending with 
@vishwasfincap.com. 

o Phone Numbers: Calls will be made using numbers listed on our official website. 

o Website: Our official website is www.vishwasfincap.com. 

 Vishwas does not solicit sensitive information such as bank account details or login 
credentials over email, phone, or SMS. 

2. Impersonation Risks 

 Fraudsters may attempt to impersonate Vishwas or its representatives to deceive clients. 

 Common impersonation tactics include fake emails, fraudulent calls, and cloned 
websites resembling Vishwas’s branding. 

3. Verification Process 

 Clients should verify the identity of Vishwas representatives before sharing personal or 
financial information. 

 Use the contact details provided on our official website to confirm the authenticity of 
communication. 

4. Reporting Suspicious Activities 

 Any suspicious or fraudulent communication claiming to represent Vishwas must be 
reported immediately to: 

o Email: compliance@vishwasfincap.com 

o Landline: 011-47115(515),(516) 

5. Disclaimer 

 Vishwas is not responsible for any financial loss, data breach, or damages caused due to 
interactions with unauthorized parties or fraudulent impersonators. 

 



6. Preventive Measures 

 Vishwas employs advanced security measures to protect client data and secure 
communication channels. 

 Regular awareness campaigns are conducted to educate clients about fraud prevention. 

 

Stay Alert. Stay Protected. 
For more information or assistance, contact our Compliance Team at 
compliance@vishwasfincap.com. 

 

Issued by: 
Vishwas Fincap Services Pvt. Ltd. 

 


